Firstly, thanks so much for being a part of our workshops and for all the information and insights you shared with us! We really appreciate your help to make the new AI in My Life TY programme from DCU.

We will use your input mainly for three things:
1. To identify which topics in AI and online privacy that you and TY students are most interested in. These are the ones we will create modules and activities for.
2. To make sure our modules and activities talk about apps and situations that are relevant to you and TY students.
3. We’ve been inspired by you to develop new activities.

We’ve listed some of the great things we heard from you in the workshops. As part of this co-creation process it’s important for us to know if we listened to you and heard you correctly. Have a read of these findings and let us know how we did and if we did get something wrong or incorrect.

This is just our first list of ideas based on listening to you, please feel free to send us more suggestions, we are going to keep reading our notes and keep thinking about your ideas to plan more things too.

Thanks again for your input, we could not have made this TY course without your help!

We will credit your classes on all the materials we produce based on your input.
What We Heard From You

New things we learned from you:

- **Your most popular apps are:**
  - YouTube: 100%
  - Snapchat: 91%
  - Instagram: 95%
  - TikTok: 77%
  - Spotify: 72%

- As you get older, you change the apps you use, starting off on Snapchat and working your way up to Facebook and then Instagram.
- Most of you sometimes care about what data you share and with what app.
- You like getting recommendations of songs and videos.
- You generally trust most the apps that seem to collect less personal data e.g. Spotify, Youtube and Netflix.
- Snapchat and Facebook are the least trusted apps.
- Many of you think privacy is more important for pictures and you trust less apps that have them.
- Most of you use the privacy settings on some apps at least sometimes.
- Some people don’t use the privacy settings to get more attention and to become “famous” on these platforms.

Things that are concerning you about AI & digital privacy, both in the future and now:

- Most of you are concerned about digital privacy.
- Many of you feel concerned about being tracked on the web.
- You think the scariest uses of AI are when it is used to: run our governments, track people in the real world and track them on the web.
- You think Deepfake videos are dangerous.
- Some of you are worried that robots will take over people's jobs.

Things you told us you’d like to learn about:

- Cookies
- Where your data is stored by apps
- What happens with your data if the account closed/company is shut down/you delete it
- Ways to protect your digital privacy
- AI in general and its role in your daily life
- AI applications such as robots, self-driving cars and recommendation systems
- Most of you would like to know more about the age of digital consent and how it impacts you.
- You would like to know where your data goes.

What this all means and what comes next

Before the workshops we did not fully understand how important these things were for you and you have inspired us to:

- Develop new activities in next year’s module on the impact of robots on jobs
- Build in ways to talk about how data flows on the internet, in apps and when it is deleted
- Use Youtube and Spotify in our module exercises (we knew about Snapchat, Instagram, and TikTok)
- Focus more on pictures and videos for privacy examples
- Explain how recommendations work
- Make an activity about Deepfakes and bullying
- Explain about how tracking works on the internet
- Create an activity on the risks and benefits of an AI-influenced society